
The Supreme Court on Fri-
day said its technical com-
mittee had so far received
and tested 29 mobile devices
suspected to be infected by
Pegasus malware and gave it
four weeks to submit a re-
port to Justice R.V. Raveen-
dran, a retired top court
judge overseeing the panel’s
inquiry into reports that the
government used the Israel-
based spyware to snoop on
journalists, parliamentar-
ians, prominent citizens and
even court staff�.

Opening the interim re-
port submitted by the com-
mittee in court, a Special
Bench led by Chief Justice of
India N.V. Ramana said the
committee had developed
its own protocol/software to
test the devices for malware.

The panel recorded the
statements of petitioners,
who had approached the
court. It has contacted ex-
perts and agencies, includ-
ing those of the government.

The committee has furth-
er undertaken a “public con-
sultation exercise” to invite
comments on the subject of
inquiry. The CJI read out the
interim report to lawyers, in-
cluding senior advocate Ka-
pil Sibal, for the petitioners,
and Solicitor General Tushar
Mehta, for the Centre.

The interim report said

the committee had got a
“large number of respons-
es”. It was awaiting respons-
es from the agencies. 

The committee said its
probe would be completed
by the end of May. The inte-
rim report said the oversee-
ing judge, Justice Raveen-
dran, assisted by two
experts, would then require
another 15 days to study the
panel’s recommendations. 

The interim report sought
an extension till June 20 to
complete the exercise and
fi�le a comprehensive report
before the court. “We will
give them time,” the CJI told
the lawyers, who agreed. 

When the parties, includ-
ing the Union, urged the
court to make the interim re-

port public, Chief Justice Ra-
mana proceeded to sum-
marise its contents. 

He said the report had di-
vided its court-appointed
task into two areas. “One is
regarding the inquiry itself.
That is, the fact-fi�nding re-
port regarding the technical
issues relating to the digital
forensic aspects about the
reported use of Pegasus mal-
ware to target mobiles of In-
dian citizens. Second is re-
garding recommendations
about the enhancement of
existing laws and proce-
dures related to surveillance
and securing rights includ-
ing privacy, cyber security,
etc.,” the CJI explained.
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